Strong Customer
Authentication
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Strong Customer Authentication (SCA) is a
regulatory requirement to reduce fraud and
further secure online, contactless payments.
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This requirement is put forth and made
mandatory by the EU Revised Directive on
Payment Services (PSD2).




What is it?




Requirements

Password/PIN
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User inserts a password,
OTP, or a PIN related to
their account or credit

card to prove ownership.

Phone/Hardware
Token
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User uses a phone or
hardware token to confirm
legitimate use of the
account or card.

Biometrics
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User scans their fingerprint
or face identification on
their device (phone) to
confirm payment.
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